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Notice & Disclaimers 

The information set forth below contains up to date materials from GranC Technology, 
Pte. Ltd. in regards to the GranC platform and related matters. In an effort to ensure 
materials in this white paper are accurate and reflective of the most current state of 
the GranC platform, GranC Inc. may revise this white paper from time to time without 
any advance notice. This white paper and any part hereof may not be reproduced, 
distributed or otherwise disseminated in any jurisdiction where offering tokens in the 
manner set out this white paper is regulated or prohibited. The information presented 
in this white paper is indicative only and is not legally binding on GranC Inc., its 
affiliate(s), and/or any other party. This document is for informational purposes only 
and does not constitute and is not intended to be an offer to sell, a solicitation of an 
offer to buy, or a recommendation of (i) GranC tokens, or (ii) and investment in Granc-
related platform(s) or any project(s) or property(ies) of GranC Inc.., or (iii) shares or 
other securities in GranC Inc. or any of its affiliate(s) or associated company(ies) in 
any jurisdiction. 
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0. Introduction 

Blockchain is a technology to secure integrity and reliability of transaction records 

without trusted 3rd service provider, by having all the participants in the network create, 

record, store and verify transaction information jointly, and has the structure to realize 

various application services based on distributed network infrastructure using security 

technologies including Hash, Digital Signature and Cryptography(Bahga and Madisetti, 

2016) 

Blockchain has become prevalent in leading the phenomenon of decentralized 

networks where various industries facilitate services to users. Blockchainôs trustless 

consensus process redefines the term of ótrustô of the people and of things, creating 

unprecedented ecosystem in industries, by formulating cooperative structure and 

investment and by proving the reliability and success of businesses and service 

models.  

Since the birth of Bitcoin and its prosperity, finance and authentication are two 

industrial sectors that is thought to be expecting a huge advancement and revolution. 

This has also spread into the usage of cryptocurrencies for ledger confirmation by 

financial institutions such, for example Ripple and itôs use for confirming transactions. 

For the financial sector, regardless of the blockchain type used, whether it is public, 

private or that of hybrid of the two, it is salient that financial institutions seek the very 

best suitable form of blockchain structure. 3RCEV for instance is a good example of 

their endeavor to transform from centralization into a decentralized structure(Financial 

Services Commission,2016) 

Within this context it should also be considered that the mindset of usersô identity has 

evolved into the concept a óself-sovereignô identity, demonstrating that users should be 

central to identity administration (Allen,2016). In fact, there have been numerous 

services emerging regarding authentication with characteristics of distributed networks. 

Currently the best examples of distributed networks are manifested by the blockchain 

technologies and although there is hype and intense financial interest pouring into the 

crypto coin market, it does show that there are genuine efforts being made to create 

new solutions that are maximizing the benefit of blockchain-based technology and 

service adoption. GranC believes that blockchain technology will be adopted by 

various business fields providing security and efficiency to those industries. For 

example, IBM is currently utilizing blockchain technology as part of their logistics and 

tracking supply chain to allow of authoritative answers to customer queries. 

0. Background 

Blockchain has technological characteristics that guarantee private data protection in 

a decentralized structure while providing a consensus process and verification system. 

This sets up the stage where the service that ensures and maintains the ownership 

and rights of personal data and authentication can be generated. In reality, however, 

identity and data are being dealt with differently.  
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Identity in modern society suffers from centralized control: identities are piecemeal, 

differing from one Internet domain to another (Allen,2016) and the authentication 

procedure varies accordingly to various centralized authorities. This is mostly resulting 

from selfish management, and this generates an inefficient service environment to 

service users.  

Additionally, the data produced via authentication process is being transferred and 

reproduced for the sole benefit of the service providers without usersô fully informed 

consent, resulting in personal data leakage and privacy problem even though the data 

produced should belong to the users. All centralized authorities and giant service 

providers keep usersô personal data in centralized storage which has proven to be 

vulnerable to malicious attack and unauthorized dissemination.  
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1. GranC Project 

Related Market and Industry 

Blockchain technology is being extended to payment service, digital currency 

market and big data service to collect, store and analyze the data for 

advertisement and marketing. Private and public sectors are welcoming 

blockchain technology since Bitcoin has proven its efficiency and security of 

transaction to the market. The benefit of a distributed ledger system is applicable 

to various services.   

The authentication market also has structural problems currently, these are 

shown in the extent that centralized authorities and service providers are the core 

of its authorization. Personal data and relevant data assets are being collected, 

stored and managed without the conscience consents of its owners. Even if data 

provided is a valuable asset, no payment is made to the users. This centralized 

structure also shows vulnerability to data leakage and malicious cyber attack.  

To tackle this, various service models of authentication are being introduced, but 

most of them are not yet independent from the umbrella of trusted third-party 

authentication.  

In the financial market, credit card giants e.g. Visa and MasterCard as well as 

other global financial institutions are investing in blockchain-based payment 

platforms and displaying immense interest in the value they believe they can 

generate. They are also investing in startups which are relevant to the technology 

and provide APIs (Application programming interface) for market adoption as well 

as allowing third parties to interact with their platforms. In fact, financial institutions 

predict that blockchain technologies can be applied to the entire financial system. 

To this end partnerships are being established to further uptake of the technology 

e.g. Korea Federation of Banks launched the Blockchain Consortium comprised 

of 16 banks and 2 cooperation organizations (Oh and Shong, 2017) 

Financial institutions are also examining or implementing blockchain technology to 

reduce the time of transaction settlements and transaction verification whilst 

seeking to improve the efficiency of existing processes and transparency of those 

transactions.  

Banks are generating a blockchain-based business focusing on enhancing the 

payment convenience and also replacing existing official certificate and ID sign-in 

authentication in Korea.  

Meanwhile in the payment method and digital currency market, blockchain has 

made technological and commercial advancement leading to greater market 

expansion and utilization. 

Modern societyôs digitalization has also extended its scope to currency policy. 

Many countries are trying to establish the economic state described as a ócashless 

societyô as it is more economical to reduce the cost of issuing and maintaining fiat 
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currency. For the ócashless societyô, it is vital to stimulate the use of ódigital currencyô 

as there is no physical cash exchange.  

Payment of digital currency and the value exchange tools have emerged as part 

of an important agenda to be addressed as the global transformation to cashless 

society progresses. The spread of smartphones and mobile payment services 

have extended the variety of value exchange tools. These tools are currently 

utilizing platforms that have displayed issues endemic of a structural security 

problem, for example smartphones and cloud platforms. This has led to difficulties 

in implementing a secure and trusted payment infrastructure causing the market 

to struggle. 

Whereas, the card-based payment market, which has a near global payment 

infrastructure monopolization and standardized system has extended its market 

share in cryptocurrency and digital currency as a value exchange tool.  

The digital advertising market, which has been growing and diversifying rapidly 

through the popularization of mobile devices, i.e. smartphone and tablet, from the 

very early days of direct message, email marketing, TV and web advertisement to 

mobile pop-up advertisement, digital advertisement has had in steep rise in value 

becoming a more than 100 billion dollar market. The efficiency of digital 

advertisement has maximized through various types of targeting advertisement 

including filtering, LBS(location based service) and categorizing customers.  

As we have studied, many service providers and technology companies are 

preparing and establishing blockchain-based services.  

With the above in mind it and how blockchain is currently being utilized, it can be 

seen that there is still space in the market for new services and solutions that could 

unify these platforms, technologies and solutions. For authentication services, 

there is still a dependency to trusted third parties. Likewise, for payment service, 

there are issues of security, speed of transaction and interoperability between 

disparate services. The digital advertisement market also has data privacy and 

security issues even as it shows advancement in data collection, storage, 

analyzing and customizing the very best targeted advertisements to its customers. 

GranC Project 

The team, GranC, whose name has two implicit meanings: one is ólive in good 

harmony with othersô in pure Korean dialect and the other is abbreviation of 

óGenerating Real Authentication & Connectionô assesses generating a hyper-

connected platform which is ultimately based on sole and intrinsic ñIò.  

The way GranC approaches authentication and verification differs from the idea of 

using Centralized authorities and trusted third parties. Ultimately the ID user is the 

verification authority upon which transactions occur. Without their direct input, no 

transaction takes place allowing them to have complete control. In GranC. users 

verify and authenticate themselves with GranCs tangible product, GranCard, 

before the inclusion of other existing IDs. 
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1.1. GranC Project Background 

In the modern society, the authentication of diverse services regardless of on&off-

line world is time-consuming and ineffective because its process and authorization 

vary. For instance, giant platform businesses collect scattered online IDs and store 

them in centralized systems for effective data management. Consequently, this 

centralization is exposed to security threats and the potential for data tampering. 

Furthermore, the increase of services results in disparate platforms and rule sets, 

creating hurdles for privacy control for each new platform. 

GranC aims to establish a platform where the ownership of data belongs to the 

users and users stand central to identity control and payment services by 

generating and managing their sole and intrinsic ID.  

GranC will also facilitate the ecosystem in which a variety of the alliances 

proliferate and users and service providers coexist well, in keeping with its name, 

Granc.  

 

 

1.2. GranC Project Outline 

1) ID Authentication Service Based on Biometric-identification 

GranC initiates authentication service based on biometric-identification. This 

human characteristic facilitates more sole and intrinsic identity creation which 

generates security and stability for authentication when intertwined with 

GranCardôs random seed. 

The two terms ósoleô and óintrinsicô are derived from GranCs salient security tools 

GranCard and fingerprint respectively. The original creation number of each 

GranCard represents the ósoleô and human characteristic of the fingerprint refers 
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to óintrinsicô element of the product. This identity will be the key concept for bringing 

together scattered IDs to a unified platform and service.  

Via biometric-identification service, GranC creates a secure service environment 

in which users verify themselves and conveniently interact with on/offline service 

providers whilst explicitly choosing to provide them with data.  

 

GranC launches GUID service with fingerprint recognition identification and is 

open to other biometric-identification service to participate, i.e. facial recognition, 

iris scanning as just two examples.  

GUID(Global Unique ID/GranC Universal ID) is generated by Biometric-

identification and GranCard, the tangible and physical card. GUID will eradicate 

foreseeable security issues that could occur in the procedure of authentication pre-

emptively, and it will maximize the convenience and efficiency for both the users 

and service providers that choose to participate in the platform.  

GUID is immutable and tamperproof. This is extended through its integration of 

scattered IDs so that all personal data and digital assets that belongs to GUID 

remain secure, too.   

2) Payment Service with GUID 

Various financial services and personal assets are being digitalized, and are 

creating more complex and diverse authentication methods for scalability and 

security. Users reluctantly follow what is required but confront the hurdles of 

diverse payment and authentication method as well as increasingly complicated 

authentication processes.  

GranC introduces a payment ecosystem based on biometric-identification ID. 

GranCard and GUID is two main tools of G-Pay(GranC Pay). GranC provides the 

identical payment interface and usage environment of existing credit card in the 

offline service. GUID, OTP(One Time Password) and NFC (Near Field 

Communication) will be deployed in the online service.  
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Additionally, GranCard provides a cold wallet feature. An offline cryptocurrency 

payment service is available, which will be differentiated from the more complex 

payment processes of other players in the market currently, which utilizes the 

same service flow as credit card transactions allowing for greater scalability.  

GranC demonstrates that two contradicted agendas in payment service, those of 

security and usability, are addressed simultaneously through GUID.  

G-Pay will generate an unprecedent payment service when combined with GPID 

which has unlimited payment detail registration capacity.  

3) Data Managing Platform 

In the process of GranC authentication and payment service, consumption data is 

stored in the GranC platform and selectively collected for reproduction. GranC 

sees the data collected as a core digital asset which can be regarded as an 

individual economic indicator.  

As part of the consumption data collection, which is generated when GUID based 

payment service activates, personal data will be excluded. This consumption data 

is encrypted and stored in GranC platform through GranC unique security 

technology and distributed network, and later accessed only with usersô consent. 

Later, via reproduction, it is customized to the demand of the entity which has 

requested them.  

Through this, users have an opportunity to reevaluate the consumption data and 

obtain the rewards of providing payment transaction data to third parties. 

Considering that it was given free before, this is regarded as rational and beneficial 

to users. 

GranCs GUID based payment transaction data collection creates reliability and 

authenticity of data, and also enables the platform to holistically collect data rather 

than the current discrete datapoints from other services. Additionally, the GUID 
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based data collection, which is activated only when users agree, then prevents 

data leakage or outside interference as time data is provided to another party it is 

explicitly authorized. 
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2. GranC Business 

2.1. GranC Business Model 

In GranCs Platform, scattered IDs which have been initiated and managed by 

centralized authorities are integrated into GUID which we define as sole and 

intrinsic identity. The unification of authentication information and digital asset 

provides more usability and security, and make GranCs ecosystem extended to 

GranC payment service. In the process, consumption data is collected and 

simultaneously data provider obtains rewards consequently and rationally 

according to the weight of contribution.  

 

GranC blockchain platform(G-Chain) is an ecosystem of various participants such 

as users and service providers for authentication and payment and on-off line 

service providers. They all live in harmony on GranC ecosystem generating new 

value and trust and also contributing themselves towards the ecosystemôs 

advancement.  

2.1.1. GranCard and GUID Authentication Service 

ñWhen Cambridge Analytica scandal was revealed to the public, it was not only the 

facebook that suffered major breach. September 2018 the Guardian revealed 143 

million Americans and 44 million Britons had sensitive information stolen from 

Equifax, the credit rating firm, including home addresses and social security 

numbersò.  

Despite the introduction of General Data Protection Regulation (GDPR) in Europe, 

the effort will be ineffective unless fundamental change is made. Allen(2016) 

describes the 4 stage of identity evolution and concludes that the individual should 

be central to the administration of identity. With each new identity provider that 

enters the market that does not seek interconnectivity or hosting the issue of 

scattered IDs multiplies. This in turn creates piecemeal, scattered and orphaned 

IDs in digital world. It seems that there are too many IDs for individual to control, 

which also causes poor data management to occur. In the context, Team GranC 

suggests generating an identity that integrates unlimited sub-IDs under its 

umbrella. If one identity represents rest of other IDs, this then makes users be 
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more central to true identity control. This is what Philip Son, CEO of GranC, 

envisions as the end goal of GranC. 

For Philip Sonôs vision to be realized the Integration of IDs is vital and this has 

underlined the decisions taken with the platform as a whole. 

GranCardôs biometric process facilitates personal authorization and as has already 

been discussed regarding the breadth of operating as a platform, GranC hopes to 

provide both private and public services for example, Group ID, vouchers, local 

currency, driving licenses, residential cards and passports and reduce the cost of 

management and security risk.  

1) Authentication via GA-API(GranC Access API) 

G-Chain provides GA-API(GranC Access API) for GUID authentication, and set up 

a separate billing policy which covers operation and maintenance costs of GranC 

ecosystem.  

As a platform the aim is to provide billing and applying charges on each completed 

authentication. Service providers will then benefit from a very useable and 

convenient authentication service with reduced managerial costs compared with 

pre-existing options in the market.  

The end user also has opportunity to gain rewards when choosing to provide their 

information to third parties and this forms part of the synergistic relationship 

between service provider and end user. Allowing them to work towards the 

betterment of the platform as a whole. 

2.1.2. Consumption Data Collection and Added Value 

When all existing payment tools such as credit cards, bank accounts, etc. are 

registered in the G-Chain to generate a payment tool identifier, GPID(GranC 

Payment ID), individual users can use G-Pay from anywhere in the world and using 

the on/offline service. For corporate clients, B2B trade payment and authorization 

are available. Cryptocurrency in GranCard cold wallet will be payable over the 

same service flow as credit card transactions.  

In all procedures mentioned above, all payment transaction data will be selectively 

collected and reproduced in P2P (peer to peer) network, and consumption data 

later will be collected, stored and analyzed as part of the platform. The authorized 

and analyzed data will be sold to entities that can utilize the data for a number of 

purposes, i.e. advertisement, marketing, strategy development and market 

research. The whole procedure will be closely monitored through the GranC user 

interface, and payment is made by GranCoin. We will go into more depth about 

this later. 

1) Consumption Data Storage 

The Consumer transaction history will be authentic because it acts as a record of 

user's practical use. The consumption data is stored in distributed blockchain 
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network as chunk under the Merkle Tree structure mapped with its corresponding 

GPID. This allows for large amounts of data to be hashed, managed through the 

GPID. 

2) Consumption Data Sales 

Consumer transaction history is increasing in demand amongst diverse service 

providers and companies. GranC provides a platform UI that searches and 

analyzes the data, and allows customized consumption data to be available for 

sale. Developers and project teams can develop their own marketing tools for 

customized advertisement in GranC platform using this data. Previously this type 

of data has not been accessible and affordable to small businesses. GranC 

believes this will assist their market research and advertisement and further 

generate value for collaborators of the platform. All payment will be facilitated by 

GranCoin, and the GranC economy will be robust, fruitful and extendable through 

these sales.  

 

2.2. GranC Reward 

Users are subject to payment rewards when payment is processed with GUID and 

GranCard. Rewards will vary according to the weight of user information 

contributed to platform. Different data layers will be the reward measurement. 

When users agree with personal information sharing such as age, gender, hobby 

and interests, for example, more rewards will be issued as that will be regards as 

a more quantitative and qualitative data sharing and contribution.  

GranC sees the significance of its reward policy because the consumption data 

which previously did not give any benefit to the users is generating profit to these 

individuals who literally are the owners of their data.  
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3. GranC Platform 

3.1. GranCard 

GranCard is the tangible product of GranC platform, and its generation of sole and 

intrinsic identity is crucial to overall GranC project as it facilitates on/off line 

authentication and payment service.   

 

The combination of card identification number and biometric identification 

generates a G:root ID via the algorithm within the card. Afterwards, G:root IDôs 

unique numbers are converted to texts which simultaneously becomes GUIDs that 

are used for various authentication and payment services.  

 

This along with other features of GranCard facilitate various services. IC chip 

performs standard financial settlement more securely intertwined with biometric 

recognition which act GranCs additional secondary security authentication tool, 

OTP allows non face-to-face authentication and simple payment possible, and 

NFC operates as an access control service, transportation fare payment and small 

settlement tool.  

[GranCard Feature] 
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3.2. GUID(GranC Universal ID/Global Unique ID) 

3.2.1. GUID Configuration 

GUID is adoptable into various ecosystems via API in G-Chain and also to offline 

authentication via various alliances. It hierarchically operates as a top identity 

which includes sub IDs.  

As stated earlier, GUID is depicted as ósoleô and óintrinsicô as it is born from 

uniqueness of card identification number and biometric tech of fingerprint 

respectively.  

 

GUID is interoperable with its sub ID inclusion giving user more usability. Its 

fingerprint feature strengthens the security providing one more layer of 

authentication when processed.  

GranC believes that GUID will be as widely usable as possible in the private sector 

as well the public sector. The GranC team is currently in talks with many private 

and public entities about a variety of services from simple authentication and 

payment service to public ID and local government cryptocurrency systems.  

 

3.3. G-Chain Authentication Procedure 

G-Chain provides authentication service to lots of external services via GUID.  

Various services e.g. sign-up and log-in service, personal attestation, simple 

payment, finance services, authentication requests, and GUID will deliver the 

generated authentication key verifying the corresponding key in G-Chain.  
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Figure [1] 

Authentication details and results are to be stored in G-Chain. All data produced 

in the process, except personal data, will be audited, monitored and modified by 

the need and will of the users as shown in Figure1 above. GranC sees two main 

characteristics of GUID, 'sole' and 'intrinsic', It is this that contributes to its secured 

and transparent structure and interoperability as it goes beyond the limits of 

distance, nationality and disparate services.  

 

3.4. G-Chain Payment 

3.4.1. Payment Procedure with GUID 

Granc's payment service is G-Pay, and it has simple procedure of payment. 

Regardless of whatever the payment method is, simple registration of payment 

details in G-Chain activates payment services. Figure 2 below illustrates overall 

payment procedure in G-Chain 

 
Figure[2] 
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To take advantage of the service the User stores the information of payment details, 

for instance, credit card and bank account, in G-Chain. Then the user generates a 

hash-encrypted GPID corresponding to those payment details. The GPID is 

produced according to PKI(Public Key Infrastructure) algorithm and stored in 

asymmetric form.  

GPID is mapped to payment ID under GUID and stored through payment 

information generation within card. After payment information generation, no 

physical card or payment method will be needed for payment service. It only needs 

GUID and GranCard.  

The payment information GPID is sub-ID of GUID. All payment will be activated 

only when GUID authentication occurs. Even if the payment information is hacked 

or leaked, that information cannot be viewed without GUID authentication.  

3.4.2. Payment Data Collection 

Consumer payment history is stored in G-Chain and consumption data will be 

collected, stored and analyzed in separate big data platform. This data does not 

lay in the scope of data leakage and privacy as it does not deal with personal data. 

Consumption data providers obtain the reward. In the meantime, user can monitor 

the payment history in blockchain and audit the information provided. 

 

3.5. G-Chain(GranC Blockchain Platform) 

The GranC Blockchain Platform (G-Chain) will operate under the standardized 

DPoS consensus algorithm, which aims to improve the reliability of data and 

validation through the Smart Contract. This will be achieved by distributing the 

blockchain nodes and approval data within a decentralized system. 

 

3.5.1. GranC (G-Chain) Consensus Algorithm 

The consensus structure of PoW, epitomized by Bitcoin, has been shown to 

produce a stable platform, without the need for operating or controlling actors or 

parties via a decentralized system, which is empowered by P2P transaction 

technology and encoding algorithms based on Public Key and HASH. However, 

the use of the HASH algorithm in the PoW mechanism has drawn criticism due to 

the large operational costs and high energy consumption. 

Ethereum and emerging platforms are attempting to replace the PoW process, 

used by Bitcoin, with a PoS process. Within a PoS process, the quantity and value 

of coins owned by miners determines the complexity of the mathematical algorithm 

solved during the mining process. Miners with the greatest numbers of coins are 

be granted reduced mining difficulty, which can possibly lead to a shorter duration 

of the consensus process resulting in the decrease of energy consumption and the 

enhancement of overall operating efficiency. However, the PoS process has 
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certain limitations when applied to a real-world commercial environment due to 

performance issues, questions arising over its viability and operating fees within 

the commercial environment.  

G-Chain will utilize the DPoS consensus algorithm which is an arguably more 

efficient consensus process derived from PoS. DPoS is a consensus algorithm 

that operates with a limited number of Block Producers who are able to generate 

the blocks and validate transactions. The Block Producers in DPoS system are 

elected by voters and therefore, the decision-making process of the system shares 

a similarity to that of a representative democracy. 

Unlike the mining modalities that are found in PoW and PoS, where unspecified 

individuals participate freely and compete against one another, the DPoS method 

manages to achieve a fast consensus time due to the fewer number of parties 

involved in the validation process. Moreover, as validation is carried out 

simultaneously with the creation of each block, the trustworthiness of the 

transaction is guaranteed. 

Some critics of DPoS claim that it is not truly decentralized, as the right of creating 

blocks is given to a relatively small number of delegates through a vote of 

stakeholders. However, placing trust in delegates adds necessary efficiency, 

stability and accountability to the ecosystem. Thus, the characteristics of DPoS will 

allow G-Chain to maintain closer relationships between G-Chain and its partners. 

3.5.2. Block Producer (BP) 

The Block Producer (BP) who creates blocks in the platform and validates the 

authenticity of transactions will be elected by a vote of GranC Pay users and 

affiliated stores from those who have formed partnerships with G-Payôs payment 

service. The elected BP generates blocks sequentially and then validates the 

transactions. BPs will be compensated with GranCoin for their contribution to the 

platform in accordance with the protocol of the GranC Blockchain Platform. In 

order to facilitate the continuous generation of blocks and validation of transactions, 

the BPôs hardware should meet a minimum threshold. Moreover, the BP should 

deposit a considerable amount of GranCoins to eliminate the possibility of abuse. 

In the case where a BP doesnôt perform their role faithfully, or engages in malicious 

activity, the deposited coins will be burned. 

3.5.3. Voting 

The aforementioned BP is elected, from G-Payôs partners who provide payment 

services at G-pay, by G-Pay users and affiliated stores. Voting takes place 

periodically, and candidates shall make election pledges before each election. 

There shall be no constraints put upon the content of an election pledge except for 

the direct distribution of GranCoin. Pledges can include, but are not limited to, 

rewarding users for the use of the payment service through giving discounts on 

specific products or brands and giving points in a customer loyalty program. Some 

examples of rewards given to affiliated stores could be applying a differential 
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payment fee rate, providing greater payment infrastructure to the platform or giving 

donations to the communities.  

G-Pay users and stores will likely vote for the candidates that make the most 

favorable pledges, and the elected BP will be given the right to produce blocks and 

receive GranCoin as compensation for doing so. This voting system encourages 

fair competition between the service providers while simultaneously generating 

more benefits for users and stores to encourage voters. When elected, GranCoin 

will be issued as a reward to the service provider. This ensures that all parties 

participating in the platform receive rewards and benefits for doing so, thus making 

the ecosystem possible. Therefore, user benefits, store fees and the payment 

service providerôs reward will be determined by market equilibrium.  

The users and stores electing BPs will have to meet specific requirements to be 

granted a vote, regardless of whether they have GranCoin or not, in order to 

prevent intentional abuse of the platform. For the users, they are required to have 

used G-Pay recently and to have made payments of a specified amount through 

G-Pay payment to cast a vote. For the stores, on the other hand, they should have 

received payments of a specified amount through G-Pay in the last period. These 

requirements are essential, not only to encourage more actors to actively 

participate in the G-Chain platform, but to prohibit the manipulation of elections by 

large stakeholders within the platform.  

3.5.4. G-Chain Reward System 

Those who contribute to the ecosystem through creating blocks, validating 

transactions, managing transaction data, node participation, and carrying out GU-

ID authentication and payments shall be rewarded. The rewards provided to 

participants are generated from the fees paid by users, who in turn receive benefits 

from using the platform, and from additional coin that is issued. 
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Block creation in G-Chain is responsible for the generation of transaction records, 

maintaining the ledger and the execution of smart contracts. As the expansion of 

applications of the network increase, various forms of mining are to be added in 

addition to DPoS.  

Running a node is the act of carrying out information decentralization by holding 

blockchain data, and providing virtual wallet services, blockchain data and 

blockchain data indexes. 

The data manager is responsible for the processing of payment records generated 

by the payment service into a suitable and proper form and to provide this 

information to meet the needs of clients who require it. The use of GU-ID produces 

information and lays the foundation for the ecosystem. 
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4. Coin Usage 

GranCoin has various uses within the ecosystem of the GranC blockchain platform 

and the demand for GranCoin is expected to increase as GranC expands its 

market.  

4.1. BP Deposit 

A BP that has the right to creates blocks should deposit a significant amount of 

GranCoin to prevent cheating. Any malicious actions taken by BPs in order to gain 

an unfair advantage, and block production that does not meet the standards 

expected of BPs will lead to the burning of the GranCoin deposited by the BP. 

Through this modality, the diligence and reliability of BPs is encouraged and 

monitored within the platform.  

4.2. Store Deposit 

To become a member of GranC, stores are required to deposit a small quantity of 

GranCoin. The monitoring of membership in this way prevents the possible abuse 

and manipulation of BP elections and DDOS attacks directed at the platform. In a 

circumstance where misconduct is identified, the deposited GranCoin will be either 

burned or returned and membership will be terminated.   

4.3. Data Sale 

With the userôs consent, the information related to payments generated through 

G-Pay will be stored and sold to various parties that require this information for 

marketing purposes. All information stored and sold does not contain any of the 

userôs private details. At this time, the payment for the sale of data is made solely 

in GranCoin.  

4.4. ID Authentication Fee 

Currently, various types of personal authentication services are being provided 

online, and there is an increasing demand for non-face-to-face authentication. 

GranC is designed to be operated to make ID authentication possible using GU-

ID, which is based on the userôs biometric information and the payment information. 

GranC provides a non-face-to-face ID authentication solution, for services that 

require authentication, and receives a service fee in GranCoin. 

 

*Based to the data submitted by the Korea Communications Commission in 

October 2017, the number of ID authentications through mobile texts between 

2013 and end-July 2017 is estimated at 3.7 billion, with estimated revenues of 

about 100 billion won. This does not include other forms of non-face-to-face ID 

authentication. 
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4.5. Ecosystem 

 

 
 

 

 

 


